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**THUYẾT MINH DỰ THẢO TCVN**

# GIỚI THIỆU CHUNG

## Tên gọi dự thảo tiêu chuẩn Quốc gia

Tiêu chuẩn kỹ thuật quốc gia về IPV6 đối với thiết bị nút

## Ký hiệu tiêu chuẩn Quốc gia

 TCVN xxxx:202x.

# Sở cứ để rà soát, chuyển đổi QCVN 89:2015/BTTTT thành TCVN

IPv6 đối với thiết bị nút được quy định quản lý theo Thông tư số 19/2015/TT-BTTTT ngày 21/7/2015 của Bộ Thông tin và Truyền thông. Theo đó, thiết bị nút IPv6 được quản lý theo Quy chuẩn kỹ thuật quốc gia QCVN 89:2015/BTTTT.

- Theo Thông tư số 42/2016/TT-BTTTT ngày 26/12/2016 của Bộ Thông tin và Truyền thông quy định Danh mục sản phẩm, hàng hóa có khả năng gây mất an toàn thuộc trách nhiệm quản lý của Bộ Thông tin và Truyền thông, thiết bị nút IPv6 thuộc danh mục hàng hóa chuyên ngành công nghệ thông tin và truyền thông bắt buộc phải công bố hợp quy theo Quy chuẩn kỹ thuật QCVN 89:2015/BTTTT.

- Theo Thông tư số 04/2018/TT-BTTTT ngày 08/05/2018 của Bộ Thông tin và Truyền thông (Thông tư này thay thế cho Thông tư số 42/2016/TT-BTTTT ngày 26/12/2016), “Thiết bị nút IPv6” không còn thuộc danh mục hàng hóa chuyên ngành công nghệ thông tin và truyền thông bắt buộc phải công bố hợp quy. Cho đến nay thiết bị nút IPv6 vẫn không thuộc danh mục các thiết bị bắt buộc phải công bố hợp quy.

- Trung tâm Internet Việt Nam đã có công văn số 571/VNNIC ngày 04/6/2021 về việc rà soát các Quy chuẩn kỹ thuật quốc gia về IPv6 và đề xuất hủy bỏ 01/2 QCVN về IPv6 cụ thể như sau:

+ Hủy bỏ Quy chuẩn kỹ thuật quốc gia về IPv6 đối với thiết bị nút (QCVN 89:2015/BTTTT), chuyển thành TCVN.

***Kết luận***: Thiết bị nút IPv6 đối tượng của QCVN 89:2015/BTTTT hiện không còn trong Danh mục sản phẩm, hàng hóa có khả năng gây mất an toàn thuộc trách nhiệm quản lý của Bộ Thông tin và Truyền thông, vì vậy cần chuyển đổi thành TCVN.

# Nghiên cứu các tiêu chuẩn quốc tế liên quan thiết bị nút IPv6

## Các tiêu chuẩn quốc tế có liên quan về IPv6 đối với thiết bị nút

 Cho đến nay các tiêu chuẩn quốc tế có liên quan về IPv6 đối với thiết bị nút đã được tổ chức tiêu chuẩn hóa “Nhóm đặc nhiệm kỹ thuật Internet (IETF)” được Chính phủ Liên bang Hoa Kỳ hỗ trợ đã công bố các tiêu chuẩn dưới dạng RFC là một chuỗi các bản ghi nhớ những nghiên cứu mới, những phương pháp mới và những ứng dụng cho công nghệ internet hiện đại hơn. Các tiêu chuẩn RFC đã được IETF công bố về IPv6 đối với thiết bị nút được xác định bao gồm:

### RFC 4294 (2006) “IPv6 Node Requirements - Các yêu cầu nút IPv6”

 RFC 4294 (2006) cung cấp thông tin cho cộng đồng Internet, nó không chỉ định một tiêu chuẩn Internet dưới bất kỳ hình thức nào. Cụ thể về RFC 4294 (2006) như sau:

 - RFC 4294 (2006) xác định các yêu cầu đối với các nút IPv6. Nó được mong đợi rằng IPv6 sẽ được triển khai rộng rãi trên nhiều loại thiết bị và tình huống. Chỉ định yêu cầu cho các nút IPv6 cho phép IPv6 với các chức năng tốt và liên kết hoạt động trong một số lượng lớn các tình huống và triển khai.

 - Mục tiêu của RFC 4294 (2006) xác định chức năng chung yêu cầu từ cả máy chủ và bộ định tuyến IPv6. Nhiều nút IPv6 sẽ triển khai các tính năng tùy chọn hoặc bổ sung, nhưng tài liệu này tóm tắt yêu cầu từ các Tài liệu theo vết các Tiêu chuẩn đã xuất bản ở nơi khác.

 - RFC 4294 (2006) cố gắng tránh thảo luận về chi tiết giao thức, và tham chiếu tới các RFC cho mục đích này. Tài liệu này là thông tin thực chất và không cập nhật những tiêu chuẩn mà các RFC theo vết.

 - Mặc dù RFC 4294 (2006) chỉ ra các thông số kỹ thuật khác nhau, nhưng cần phải lưu ý rằng trong hầu hết các trường hợp, mức độ chi tiết của các yêu cầu là nhỏ hơn một thông số kỹ thuật riêng biệt, vì nhiều thông số kỹ thuật được xác định ghép hợp bởi nhiều phần độc lập, trong đó một số thông số kỹ thuật có thể không bắt buộc.

 - Vì không phải lúc nào người triển khai cũng có thể biết chính xác cách sử dụng IPv6 trong một nút, một yêu cầu quan trọng hơn đối với các nút IPv6 là chúng nên tuân thủ Nguyên tắc chắc chắn của Jon Postel “Bảo toàn những gì bạn làm, hào phóng trong những gì bạn chấp nhận từ những người khác [RFC-793]”.

 - Phạm vi của RFC 4294 (2006): IPv6 bao gồm nhiều thông số kỹ thuật. Lưu ý rằng IPv6 sẽ được triển khai trong nhiều tình huống và môi trường khác nhau. Vì vậy, điều quan trọng là phải phát triển yêu cầu đối với các nút IPv6 để đảm bảo khả năng tương tác. Tài liệu này giả định rằng tất cả các nút IPv6 đều đáp ứng các yêu cầu tối thiểu được chỉ định ở đây.

### RFC 6434 (2011) “IPv6 Node Requirements - Các yêu cầu nút IPv6”

 RFC 6434 (2011) là phiên bản thay thế cho RFC 4294 (2006), được công bố bởi IETF tháng 12 năm 2011. Tài liệu này không phải là thông số kỹ thuật theo vết các Tiêu chuẩn Internet; nó được xuất bản cho các mục đích cung cấp thông tin.. Tài liệu này là sản phẩm của Lực lượng Đặc nhiệm Kỹ thuật Internet (IETF). Nó thể hiện sự đồng thuận của cộng đồng IETF. Nó đã nhận được đánh giá công khai và đã được phê duyệt để xuất bản bởi Nhóm chỉ đạo kỹ thuật Internet (IESG). Không phải tất cả các tài liệu được IESG chấp thuận là ứng cử cho bất kỳ cấp độ Tiêu chuẩn Internet nào; xem Phần 2 của RFC 5741. Cụ thể về RFC 6434 (2011) như sau:

 - RFC 6434 (2011) xác định các yêu cầu đối với các nút IPv6. Nó được mong đợi rằng IPv6 sẽ được triển khai rộng rãi trên nhiều loại thiết bị và tình huống. Chỉ định yêu cầu cho các nút IPv6 cho phép IPv6 với các chức năng tốt và liên kết hoạt động trong một số lượng lớn các tình huống và triển khai.

 - RFC 6434 (2011) xác định chức năng chung được yêu cầu từ cả máy chủ và bộ định tuyến IPv6. Nhiều nút IPv6 sẽ triển khai các tính năng tùy chọn hoặc bổ sung, nhưng tài liệu này thu thập và tóm tắt yêu cầu từ các Tài liệu theo vết các Tiêu chuẩn đã xuất bản ở nơi khác.

 - RFC 6434 (2011) cố gắng tránh thảo luận về chi tiết giao thức, và tham chiếu tới các RFC cho mục đích này. Tài liệu này nhằm mục đích tuyên bố về khả năng áp dụng và cung cấp hướng dẫn về thông số kỹ thuật IPv6 cần được thực hiện trong trường hợp chung và các thông số kỹ thuật có thể được quan tâm trong các kịch bản triển khai cụ thể. Tài liệu này không cập nhật bất kỳ tài liệu giao thức riêng biệt nào của các RFC.

 - Mặc dù RFC 6434 (2011) chỉ ra các thông số kỹ thuật khác nhau, nhưng cần phải lưu ý rằng trong nhiều trường hợp, mức độ chi tiết của một yêu cầu sẽ nhỏ hơn một thông số kỹ thuật riêng biệt. Ngoài ra, hầu hết các thông số kỹ thuật xác định cả hai hành vi của máy khách và máy chủ trong cùng một thông số kỹ thuật, trong khi nhiều triển khai sẽ chỉ tập trung vào một trong những vai trò đó.

 - RFC 6434 (2011) xác định mức tối thiểu của yêu cầu cần thiết cho một thiết bị để cung cấp dịch vụ internet hữu ích và xem xét một phạm vi rộng rãi loại thiết bị và các kịch bản triển khai. Bởi vì phạm vi rộng rãi của các kịch bản triển khai, nên các yêu cầu tối thiểu được ấn định trong tài liệu này có thể không đủ cho tất cả các kịch bản triển khai. Hoàn toàn hợp lý (và thực sự được mong đợi) để các hồ sơ khác xác định các yêu cầu bổ sung hoặc nghiêm ngặt hơn cho các môi trường sử dụng và triển khai. Ví dụ, tài liệu này không không bắt buộc tất cả các máy khách hỗ trợ DHCP, nhưng một số kịch bản triển khai có thể được cho là phù hợp để đưa ra yêu cầu như vậy. Ví dụ, các cơ quan chính phủ ở Hoa Kỳ đã xác định hồ sơ cho các yêu cầu chuyên biệt đối với IPv6 trong môi trường mục tiêu (xem [DODv6] và [USGv6]).

 - Vì không phải lúc nào người triển khai cũng có thể biết chính xác cách sử dụng IPv6 trong một nút, một yêu cầu quan trọng hơn đối với các nút IPv6 là chúng nên tuân thủ Nguyên tắc chắc chắn của Jon Postel “Bảo toàn những gì bạn làm, hào phóng trong những gì bạn chấp nhận từ những người khác [RFC0793]”.

 - Phạm vi của RFC 6434 (2011): IPv6 bao gồm nhiều thông số kỹ thuật. Lưu ý rằng IPv6 sẽ được triển khai trong nhiều tình huống và môi trường khác nhau. Vì vậy, điều quan trọng là phải phát triển yêu cầu đối với các nút IPv6 để đảm bảo khả năng tương tác. Tài liệu này giả định rằng tất cả các nút IPv6 đều đáp ứng các yêu cầu tối thiểu được chỉ định ở đây.

### RFC 8504 (2019) “IPv6 Node Requirements - Các yêu cầu nút IPv6”

 RFC 8504 (2019) là phiên bản thay thế cho RFC 6434 (2011) và RFC 4294 (2006), được công bố bởi IETF tháng 01 năm 2019. Tài liệu này ghi lại Thực tiễn tốt nhất về Internet. Tài liệu này là sản phẩm của IETF. Nó thể hiện sự đồng thuận của cộng đồng IETF. Nó đã nhận được đánh giá công khai và đã được phê duyệt để xuất bản bởi Nhóm chỉ đạo kỹ thuật Internet (IESG). Thông tin thêm về các BCP có sẵn trong Phần 2 của RFC 7841. Cụ thể về RFC 8504 (2019) như sau:

 - RFC 8504 (2019) xác định các yêu cầu đối với các nút IPv6. Nó được mong đợi rằng IPv6 sẽ được triển khai rộng rãi trên nhiều loại thiết bị và tình huống. Chỉ định yêu cầu cho các nút IPv6 cho phép IPv6 với các chức năng tốt và liên kết hoạt động trong một số lượng lớn các tình huống và triển khai.

 - RFC 8504 (2019) xác định chức năng chung được yêu cầu từ cả máy chủ và bộ định tuyến IPv6. Nhiều nút IPv6 sẽ triển khai các tính năng tùy chọn hoặc bổ sung, nhưng tài liệu này thu thập và tóm tắt yêu cầu từ các Tài liệu theo vết các Tiêu chuẩn đã xuất bản ở nơi khác.

 - RFC 8504 (2019) cố gắng tránh thảo luận về chi tiết giao thức, và tham chiếu tới các RFC cho mục đích này. Tài liệu này nhằm mục đích tuyên bố về khả năng áp dụng và cung cấp hướng dẫn về thông số kỹ thuật IPv6 cần được thực hiện trong trường hợp chung và các thông số kỹ thuật có thể được quan tâm trong các kịch bản triển khai cụ thể. Tài liệu này không cập nhật bất kỳ tài liệu giao thức riêng biệt nào của các RFC.

 - Mặc dù RFC 8504 (2019) chỉ ra các thông số kỹ thuật khác nhau, nhưng cần phải lưu ý rằng trong nhiều trường hợp, mức độ chi tiết của một yêu cầu sẽ nhỏ hơn một thông số kỹ thuật riêng biệt , vì nhiều thông số kỹ thuật xác định ghép hợp bởi nhiều phần độc lập, mà một số phần trong số đó có thể là không bắt buộc. Ngoài ra, hầu hết các thông số kỹ thuật xác định cả hai hành vi của máy khách và máy chủ trong cùng một thông số kỹ thuật, trong khi nhiều triển khai sẽ chỉ tập trung vào một trong những vai trò đó.

 - RFC 8504 (2019) xác định mức tối thiểu của yêu cầu cần thiết cho một thiết bị để cung cấp dịch vụ internet hữu ích và xem xét một phạm vi rộng rãi loại thiết bị và các kịch bản triển khai. Bởi vì phạm vi rộng rãi của các kịch bản triển khai, nên các yêu cầu tối thiểu được ấn định trong tài liệu này có thể không đủ cho tất cả các kịch bản triển khai. Hoàn toàn hợp lý (và thực sự được mong đợi) để các hồ sơ khác xác định các yêu cầu bổ sung hoặc nghiêm ngặt hơn cho các môi trường sử dụng và triển khai. Ví dụ, tài liệu này không bắt buộc tất cả các máy khách hỗ trợ DHCP, nhưng một số kịch bản triển khai có thể được cho là phù hợp để đưa ra yêu cầu như vậy. Như một ví dụ khác, NIST đã xác định hồ sơ cho các yêu cầu chuyên biệt đối với IPv6 trong môi trường mục tiêu ([USGv6]).

 - Vì không phải lúc nào người triển khai cũng có thể biết chính xác cách sử dụng IPv6 trong một nút, một yêu cầu quan trọng hơn đối với các nút IPv6 là chúng nên tuân thủ Nguyên tắc chắc chắn của Jon Postel “Bảo toàn những gì bạn làm, hào phóng trong những gì bạn chấp nhận từ những người khác [RFC793]”.

 - Phạm vi của RFC 8504 (2019): IPv6 bao gồm nhiều thông số kỹ thuật. Lưu ý rằng IPv6 sẽ được triển khai trong nhiều tình huống và môi trường khác nhau. Vì vậy, điều quan trọng là phải phát triển yêu cầu đối với các nút IPv6 để đảm bảo khả năng tương tác.***Nhận xét:*** Hiện nay, phiên bản tài liệu RFC 8504 (2019) “IPv6 Node Requirements - Các yêu cầu nút IPv6” là phiên bản cuối cùng và mới nhất của tiêu chuẩn do IETF công bố.

## Các tiêu chuẩn quốc gia có liên quan về IPv6 đối với thiết bị nút

### QCVN 89:2015/BTTTT - Quy chuẩn kỹ thuật quốc gia về IPv6 đối với thiết bị nút

 Ở Việt Nam, Bộ Thông tin và Truyền thông cũng đã xây dựng và ban hành Quy chuẩn kỹ thuật quốc gia QCVN 89:2015/BTTTT. Quy chuẩn kỹ thuật quốc gia này do Viện Khoa học Kỹ thuật Bưu điện biên soạn, Vụ Khoa học và Công nghệ thẩm định và trình duyệt, Bộ Thông tin và Truyền thông ban hành kèm theo Thông tư số 19/2015/TT-BTTTT ngày 21 tháng 7 năm 2015. QCVN 89:2015/BTTTT được xây dựng dựa trên cơ sở tài liệu RFC 6434 (2011) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi điều chỉnh: Quy chuẩn này quy định các yêu cầu kỹ thuật và phương pháp đo đối với thiết bị nút IPv6.

 Về nội dung kỹ thuật, QCVN 89:2015/BTTTT bao gồm ***nhưng không đầy đủ*** một số yêu cầu kỹ thuật chủ yếu đã được công bố trong tiêu chuẩn RFC 6434 (2011) gồm:

 - Yêu cầu về tầng liên kết (Sub-IP Layer).

 - Yêu cầu về tầng IP (IP Layer):

 + Giao thức Internet phiên bản 6 (Internet Protocol Version 6 - RFC 2460).

 + Phát hiện nút mạng lân cận cho IPv6 (Neighbor Discovery for IPv6 - RFC 4861).

 + Phát hiện Path MTU (Path MTU Discovery - RFC 1981).

 + Giao thức ICMP phiên bản 6 (ICMP for the Internet Protocol Version 6 (IPv6) – RFC 4443).

 + Địa chỉ (Addressing).

 + Phát hiện đối tượng nghe multicast (MLD) trong IPv6 (Multicast Listener Discovery (MLD) for IPv6).

 - Yêu cầu về chuyển đổi giữa IPv4 và IPv6 (IPv4 Support and Transition).

 - Yêu cầu về bảo mật (Security).

### QCVN 90:2015/BTTTT - Quy chuẩn kỹ thuật quốc gia về IPV6 đối với thiết bị định tuyến biên khách hàng

 Bộ Thông tin và Truyền thông cũng đã xây dựng và ban hành Quy chuẩn kỹ thuật quốc gia QCVN 90:2015/BTTTT. Quy chuẩn kỹ thuật quốc gia này do Viện Khoa học Kỹ thuật Bưu điện biên soạn, Vụ Khoa học và Công nghệ thẩm định và trình duyệt, Bộ Thông tin và Truyền thông ban hành kèm theo Thông tư số 20/2015/TT-BTTTT ngày 21 tháng 7 năm 2015. QCVN 90:2015/BTTTT được xây dựng dựa trên cơ sở tài liệu RFC 7084 (2013) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi điều chỉnh: Quy chuẩn này quy định các yêu cầu kỹ thuật và phương pháp đo đối với thiết bị định tuyến biên khách hàng IPv6 (gọi tắt là CE Router IPv6).

 Về nội dung kỹ thuật, QCVN 90:2015/BTTTT bao gồm ***nhưng không đầy đủ*** một số yêu cầu kỹ thuật chủ yếu đã được công bố trong tiêu chuẩn RFC 7084 (2013) gồm:

 - Yêu cầu chung (General Requirements).

 - Yêu cầu cấu hình phía mạng WAN (WAN-Side Configuration):

 + Yêu cầu phía WAN (WAN-side requirements).

 + Yêu cầu tầng liên kết (Link-layer requirements).

 + Yêu cầu cấp phát địa chỉ (Address assignment requirements).

 - Yêu cầu cấu hình phía mạng LAN (LAN-Side Configuration).

 + Các yêu cầu ULA (ULA requirements).

 + Các yêu cầu về LAN (LAN requirements).

 - Yêu cầu hỗ trợ các công nghệ chuyển đổi (Transition Technologies Support).

 + 6rd (6rd requirements).

 + DS-Lite (Dual-Stack Lite).

### TCVN 8072:2009 - Tiêu chuẩn quốc gia về Mạng viễn thông – Giao thức IPv4

 TCVN 8072:2009 do Viên Khoa học Kỹ thuật Bưu điện xây dựng, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố

 TCVN 8072:2009 được xây dựng dựa trên cơ sở chuyển đổi tiêu chuẩn ngành TCN 68-224:2004 của Bộ Bưu chính Viễn thông (nay là Bộ Thông tin và Truyền thông. TCVN 8072:2009 hoàn toàn phù hợp với tài liệu RFC 791 (1981) “Internet protocol” của Nhóm đặc trách kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tính kỹ thuật đối với giao thức Internet (IP) phiên bản 4.

 - Giao thức Internet được thiết kế để dùng trong các hệ thống liên kết của các mạng truyền thông máy tính chuyển mạch gói. Một hệ thống như thế được gọi là một “catenet”. Giao thức Internet giúp cho việc truyền các khối dữ liệu, được gọi là các gói tin, từ các nguồn đến các đích, trong đó các nguồn và các đích là các máy chủ được nhận dạng theo các địa chỉ có độ dài cố định. Giao thức Internet cũng cho phép phân đoạn và tái lắp ráp các gói tin dài, nếu cần thiết, để truyền qua các mạng “gói nhỏ”.

 - Giao thức Internet được giới hạn cụ thể trong phạm vi cung cấp các chức năng cần thiết cho việc phân phát một gói các bít (một gói tin Internet) từ một nguồn tới một đích trên một hệ thống liên kết các mạng. Không có các cơ chế làm tăng độ tin cậy của dữ liệu đầu cuối – đầu cuối, điều khiển luồng, sắp xếp theo trình tự, hoặc các dịch vụ khác thường thấy trong các giao thức máy chủ - máy chủ. Giao thức Internet có thể sử dụng các dịch vụ của các mạng đang hỗ trợ nó để cung cấp nhiều loại dịch vụ và nhiều chất lượng dịch vụ khác nhau.

### TCVN 9802-1 : 2013 - Tiêu chuẩn quốc gia về Giao thức internet phiên bản 6 (IPv6)- Phần 1: Quy định kỹ thuật

 TCVN 9802-1 : 2013 do Vụ Khoa học và Công nghệ biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-1:2013 hoàn toàn tương đương với tài liệu RFC 2460:1998 (Giao thức Internet, phiên bản 6 – Phần 1: Quy định kỹ thuật) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Hiện nay, bộ TCVN 9802 về “Giao thức Internet phiên bản 6 (IPv6)” gồm các tiêu chuẩn:

 - TCVN 9802-1:2013 “Phần 1: Quy định kỹ thuật”.

 - TCVN 9802-2:2015 “Phần 2: Kiến trúc địa chỉ IPv6”.

 - TCVN 9802-3:2015 “Phần 3: Giao thức phát hiện nút mạng lân cận”.

 - TCVN 9802-4:2015 “Phần 4: Giao thức phát hiện MTU của tuyến”.

 - TCVN 9802-5:2017 “Phần 5: Giao thức phát hiện đối tượng nghe multicast”.

 - TCVN 9802-6:2020 “Phần 6: Giao thức tự động cấu hình địa chỉ không giữ trạng thái”.

 - TCVN 9802-7:2020 “Phần 7: Giao thức bản tin điều khiển Internet”.

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc điểm kỹ thuật của giao thức Internet (IP), phiên bản 6.

 - Giao thức Internet phiên bản 6 (IPv6) được thiết kế để dùng trong các hệ thống liên kết của các mạng truyền thông máy tính chuyển mạch gói. Giao thức IPv6 giúp cho việc truyền các khối dữ liệu, được gọi là các gói tin, từ các nguồn đến các đích, trong đó các nguồn và các đích là các máy chủ được nhận dạng bởi các địa chỉ có độ dài 128 bit. Giao thức IPv6 cho phép phân mảnh và tái lắp ráp các gói tin lớn để truyền qua các mạng truyền gói tin nhỏ, cung cấp các chức năng cần thiết cho việc phân phát một gói các bit (một gói tin Internet) từ nguồn tới đích trên một hệ thống liên kết đa mạng.

### TCVN 9802-2:2015 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Phần 2: Kiến trúc địa chỉ IPv6

 TCVN 9802-2:2015 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-2:2015 được xây dựng trên cơ sở RFC 3810 (2004) “Multicast Listener Discovery Version 2 (MLDv2) for IPv6” của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tả kỹ thuật của giao thức phát hiện đối tượng nghe multicast phiên bản 2 (MLDv2) cho IPv6.

 - Tiêu chuẩn này áp dụng cho các thiết bị nút IPv6 (gọi tắt là nút hoặc nút IPv6) yêu cầu hỗ trợ multicast theo chính sách lọc nguồn, tức là các nút có nhu cầu nghe các gói tin theo một địa chỉ multicast chỉ từ những địa chỉ nguồn cụ thể hay từ tất cả các nguồn khác trừ những địa chỉ nguồn cụ thể.

### TCVN 9802-3:2015 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Phần 3: Giao thức phát hiện nút mạng lân cận

 TCVN 9802-3:2015 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-3:2015 được xây dựng trên cơ sở RFC 3810 (2004) “Multicast Listener Discovery Version 2 (MLDv2) for IPv6” của Nhóm đặc trách về kỹ thuật Internet (IETF)

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tả kỹ thuật của giao thức phát hiện đối tượng nghe multicast phiên bản 2 (MLDv2) cho IPv6.

 - Tiêu chuẩn này áp dụng cho các thiết bị nút IPv6 (gọi tắt là nút hoặc nút IPv6) yêu cầu hỗ trợ multicast theo chính sách lọc nguồn, tức là các nút có nhu cầu nghe các gói tin theo một địa chỉ multicast chỉ từ những địa chỉ nguồn cụ thể hay từ tất cả các nguồn khác trừ những địa chỉ nguồn cụ thể.

### TCVN 9802-4:2015 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Phần 4: Giao thức phát hiện MTU của tuyến

 TCVN 9802-4:2015 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-4:2015 được xây dựng trên cơ sở RFC 3810 (2004) “Multicast Listener Discovery Version 2 (MLDv2) for IPv6” của Nhóm đặc trách về kỹ thuật Internet (IETF)

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tả kỹ thuật của giao thức phát hiện đối tượng nghe multicast phiên bản 2 (MLDv2) cho IPv6.

 - Tiêu chuẩn này áp dụng cho các thiết bị nút IPv6 (gọi tắt là nút hoặc nút IPv6) yêu cầu hỗ trợ multicast theo chính sách lọc nguồn, tức là các nút có nhu cầu nghe các gói tin theo một địa chỉ multicast chỉ từ những địa chỉ nguồn cụ thể hay từ tất cả các nguồn khác trừ những địa chỉ nguồn cụ thể.

### TCVN 9802-5:2017 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Phần 5: Giao thức phát hiện đối tượng nghe Multicast

 TCVN 9802-5:2017 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-5:2017 được xây dựng trên cơ sở RFC 3810 (2004) “Multicast listener discovery version 2 (MLDv2) for IPv6” của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tả kỹ thuật của giao thức phát hiện đối tượng nghe multicast phiên bản 2 (MLDv2) cho IPv6.

 - Tiêu chuẩn này áp dụng cho các thiết bị nút IPv6 (gọi tắt là nút hoặc nút IPv6) yêu cầu hỗ trợ multicast theo chính sách lọc nguồn, tức là các nút có nhu cầu nghe các gói tin theo một địa chỉ multicast chỉ từ những địa chỉ nguồn cụ thể hay từ tất cả các nguồn khác trừ những địa chỉ nguồn cụ thể.

### TCVN 9802-6:2020 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Phần 6: Giao thức tự động cấu hình địa chỉ không giữ trạng thái IPv6

 TCVN 9802-6:2020 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-6:2020 được xây dựng trên cơ sở tài liệu RFC 4862 (2007) “IPv6 Stateless Address Autoconfiguration” của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định các bước để một host tự cấu hình địa chỉ IPv6 trên giao diện của nó. Quá trình tự động cấu hình bao gồm tạo địa chỉ liên kết cục bộ, tạo địa chỉ toàn cầu bằng tự động cấu hình địa chỉ không giữ trạng thái, thủ tục phát hiện địa chỉ trùng lặp để xác minh tính duy nhất của địa chỉ gán trên một liên kết.

 - Quá trình tự động cấu hình quy định trong tiêu chuẩn này chỉ áp dụng cho host và không áp dụng cho các bộ định tuyến. Do việc tự động cấu hình host sử dụng thông tin được thông báo bởi các bộ định tuyến nên các bộ định tuyến cần được cấu hình theo các cách thức khác. Tuy nhiên, cơ chế tạo các địa chỉ liên kết cục bộ và thủ tục phát hiện địa chỉ trùng lặp đối với mọi địa chỉ được gán trước đó trên giao diện được quy định trong tiêu chuẩn cũng áp dụng cho các bộ định tuyến.

### TCVN 9802-7:2020 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Phần 7: Giao thức bản tin điều khiển Internet

 TCVN 9802-7:2020 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 9802-7:2020 được xây dựng trên cơ sở RFC 4443 (2006) “Internet Control Message Protocol (ICMPv6) for the Internet Protocol Version 6 (IPv6) Specification” của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định những đặc tả kỹ thuật của Giao thức bản tin điều khiển Internet trong IPv6 (gọi tắt là ICMPv6).

 - Tiêu chuẩn này được dùng để đánh giá tính tuân thủ của các thiết bị nút IPv6.

### TCVN 10906-1:2015 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức - Phần 1: Kiểm tra giao thức phát hiện nút mạng lân cận

 TCVN 10906-1:2017 do Ban kỹ thuật tiêu chuẩn quốc gia TCVN/TC 30 Đo lưu lượng lưu chất trong ống dẫn kín biên soạn, Tổng cục Tiêu chuẩn Đo lường Chất lượng đề nghị, Bộ Khoa học và Công nghệ công bố.

 TCVN 10906-1:2015 được xây dựng trên cơ sở tham khảo API 21.2:2000 Manual of petroleum measurement standard - Chapter 21: Flow measurement using electronic metering systems - Section 2: Electronic liquid volume measurement using positive displacement and turbine meters.

 Về phạm vi áp dụng: Tiêu chuẩn này đưa ra hướng dẫn để sử dụng hiệu quả hệ thống đo chất lỏng kiểu điện tử (ELM) đối với phép đo hydrocacbon lỏng đơn pha tại điều kiện đo bằng đồng hồ tuabin, hệ thống sử dụng hệ số hiệu chính do ảnh hưởng trực tuyến của nhiệt độ lên chất lỏng (CTL) và ảnh hưởng của áp suất lên chất lỏng (CPL).

### TCVN 10906-2:2015 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức - Phần 2: Kiểm tra giao thức phát hiện MTU của tuyến

 Về phạm vi áp dụng: Tiêu chuẩn này quy định các bài kiểm tra giao thức phát hiện MTU của tuyến được quy định trong TCVN 9802-4:2015.

### TCVN 10906-3:2017 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức - Phần 3: Kiểm tra các yêu cầu kỹ thuật IPv6

 TCVN 10906-3:2017 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 10906-5:2020 được xây dựng trên cơ sở tài liệu “Phase-1 /Phase-2 Test Specification Core Protocols - Technical Document - Revision 4.0.6” (Section 1) của Chương trình IPv6 Ready Logo.

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định các bài kiểm tra các yêu cầu kỹ thuật của IPv6 theo TCVN 9802-1:2013.

 - Tiêu chuẩn này được dùng để đánh giá tính tuân thủ của các thiết bị nút IPv6.

### TCVN 10906-4:2020 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức - Phần 4: Kiểm tra giao thức tự động cấu hình địa chỉ không giữ trạng thái

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định các bài kiểm tra Giao thức bản tin điều khiển Internet được quy định trong TCVN 9802-7:2020.

 - Tiêu chuẩn này được dùng để đánh giá tính tuân thủ của các thiết bị nút IPv6.

### TCVN 10906-5:2020 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức - Phần 5: Kiểm tra giao thức bản tin điều khiển Internet

 TCVN 10906-5:2020 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 10906-5:2020 được xây dựng trên cơ sở tài liệu “Phase-1 /Phase-2 Test Specification Core Protocols - Technical Document - Revision 4.0.7” (Section 5) của Chương trình IPv6 Ready Logo.

 Hiện nay, bộ TCVN 10906 về "Giao thức Internet phiên bản 6 (IPv6) - Sự phù hợp của giao thức” gồm các tiêu chuẩn:

 - TCVN 10906-1:2015 “Phần 1: Kiểm tra giao thức phát hiện nút mạng lân cận”.

 - TCVN 10906-2:2015 “Phần 2: Kiểm tra giao thức phát hiện MTU của tuyến”.

 - TCVN 10906-3:2017 “Phần 3: Kiểm tra các yêu cầu kỹ thuật IPv6”.

 - TCVN 10906-4:2020 “Phần 4: Kiểm tra giao thức tự động cấu hình địa chỉ không giữ trạng thái”.

 - TCVN 10906-5:2020 “Phần 5: Kiểm tra giao thức bản tin điều khiển Internet”.

 Về phạm vi áp dụng:

 - Tiêu chuẩn này quy định các bài kiểm tra Giao thức bản tin điều khiển Internet được quy định trong TCVN 9802-7:2020.

 - Tiêu chuẩn này được dùng để đánh giá tính tuân thủ của các thiết bị nút IPv6.

### TCVN 11237-1:2015 - Tiêu chuẩn quốc gia về Giao thức cấu hình động Internet phiên bản 6 (DHCPv6) - Phần 1: Đặc tả giao thức

 TCVN 11237-1:2015 do Vụ Khoa học và Công nghệ biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 11237-1:2015 được xây dựng trên cơ sở tài liệu IETF RFC 3315:2003 (Dynamic Host Configuration Protocol for IPv6 - Giao thức cấu hình động cho internet phiên bản 6) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Bộ tiêu chuẩn TCVN 11237 Giao thức cấu hình động cho Internet phiên bản 6 (DHCPv6) gồm ba phần:

 - TCVN 11237-1:2015 “Phần 1: Đặc tả giao thức”.

 - TCVN 11237-2:2015 “Phần 2: Dịch vụ DHCP không giữ trạng thái cho IPv6”.

 - TCVN 11237-3:2015 “Phần 3: Các tùy chọn cấu hình DNS”.

 Về phạm vi áp dụng:

 - Tiêu chuẩn này mô tả giao thức cấu hình động cho Host sử dụng giao thức Internet phiên bản 6, cho phép các máy chủ DHCP chuyển các thông số cấu hình (như các địa chỉ IPv6) đến các nút mạng IPv6 để từ đó ấn định các địa chỉ mạng, tự động tái sử dụng và bổ sung cấu hình một cách linh động. Tiêu chuẩn này có thể được sử dụng đồng thời hoặc riêng rẽ với RFC 2462 để có được các tham số cấu hình.

 - Tiêu chuẩn này cho phép sử dụng các biến định nghĩa bên trong tài liệu và các biến bên ngoài (khi người quản trị được phép thay đổi) để mô tả giao thức. Tên các biến cụ thể, cách thức thay đổi giá trị và cách các thiết lập ảnh hưởng tới hành vi của giao thức được cung cấp để mô tả hành vi của giao thức. Việc triển khai không cần phải có các biến này ở dạng chính xác, chỉ cần các hành vi bên ngoài của nó phù hợp với những gì mô tả trong tiêu chuẩn này.

### TCVN 11237-2:2015 - Tiêu chuẩn quốc gia về Giao thức cấu hình động Internet phiên bản 6 (DHCPv6) - Phần 2: Dịch vụ DHCP không giữ trạng thái cho IPv6

 TCVN 11237-2:2015 do Vụ Khoa học và Công nghệ biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 11237-2:2015 hoàn toàn tương đương với tài liệu IETF RFC 3736:2004 Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6 (Dịch vụ DHCP không giữ trạng thái cho IPv6) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này mô tả các yêu cầu của dịch vụ DHCP không giữ trạng thái đối với bản tin và tùy chọn đã được mô tả trong TCVN 11237-1:2015. Tiêu chuẩn này được sử dụng để hướng dẫn triển khai tương tác giữa các máy chủ và máy khách sử dụng dịch vụ DHCP không giữ trạng thái.

 - Tiêu chuẩn này không áp dụng đối với chức năng của các nút mạng trung gian DHCP, hoạt động của các nút mạng trung gian trong dịch vụ DHCP giữ trạng thái và không giữ trạng thái là như nhau và đã được mô tả trong TCVN 11237-1:2015.

### TCVN 11237-3:2015 - Tiêu chuẩn quốc gia về Giao thức cấu hình động Internet phiên bản 6 (DHCPv6) - Phần 3: Các tùy chọn cấu hình DNS

 TCVN 11237-3:2015 do Vụ Khoa học và Công nghệ biên soạn, Bộ Thông tin và Truyền thông đề nghị, Tổng cục Tiêu chuẩn Đo lường Chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 11237-3:2015 được xây dựng trên cơ sở tài liệu IETF RFC 3646:2003 (Các tùy chọn cấu hình DNS cho DHCPv6) của Nhóm đặc trách về kỹ thuật Internet (IETF).

 Về phạm vi áp dụng:

 - Tiêu chuẩn này mô tả hai tùy chọn để chuyển thông tin cấu hình liên quan đến dịch vụ tên miền (DNS) trong TCVN 11237-1:2015.

 - Trong Tiêu chuẩn này DHCP được hiểu là DHCPv6.

### TCVN 12893:2020 - Tiêu chuẩn quốc gia về Giao thức Internet phiên bản 6 (IPv6) – Kiểm tra tuân thủ IPv6 của thiết bị định tuyến biên khách hàng

 TCVN 12893:2020 do Viện Khoa học Kỹ thuật Bưu điện, Học viện Công nghệ Bưu chính Viễn thông biên soạn, Tổng cục Tiêu chuẩn Đo lường chất lượng thẩm định, Bộ Khoa học và Công nghệ công bố.

 TCVN 12893:2020 được xây dựng trên cơ sở tham khảo tài liệu “IPv6 READY - Conformance Test Scenario CE Router - Technical Document - Revision 1.0.1” của tổ chức IPv6 Forum.

 Về phạm vi áp dụng: Tiêu chuẩn chuẩn này cung cấp bộ bài đo kiểm tra, đánh giá khả năng tuân thủ của thiết bị định tuyến biên khách hàng IPv6.

## Đề xuất lựa chọn tài liệu tham khảo chính cho xây dựng dự thảo Tiêu chuẩn quốc gia về IPv6 đối với thiết bị nút

 QCVN 89:2015/BTTTT Quy chuẩn kỹ thuật quốc gia về IPv6 đối với thiết bị nút (National technical regulation on IPv6 nodes) do Viện Khoa học Kỹ thuật Bưu điện biên soạn, Vụ Khoa học và Công nghệ thẩm định và trình duyệt, Bộ Thông tin và Truyền thông ban hành kèm theo Thông tư số 19/2015/TT-BTTTT ngày 21 tháng 7 năm 2015. QCVN 89:2015/BTTTT được xây dựng trên cơ sở tham khảo tài liệu RFC 6434 của Nhóm đặc trách về kỹ thuật Internet (IETF).

 RFC 6434 (2011) “IPv6 Node Requirements - Các yêu cầu nút IPv6” là phiên bản thay thế cho RFC 4294 (2006), được công bố bởi IETF tháng 12 năm 2011. Tuy nhiên, cho đến thời điểm hiện tại, phiên bản RFC 6434 (2011) đã được Nhóm đặc trách về kỹ thuật Internet (IETF) công bố thay thế vào tháng 01 năm 2019 bằng phiên bản RFC 8504 (2019) “IPv6 Node Requirements - Các yêu cầu nút IPv6”. Theo đó, phiên bản RFC 8504 (2019) đã được cập nhật, hiệu chỉnh, bổ sung so với phiên bản RFC 6434 (2011) gồm những nội dung sau:

 1. Các phần được tái cấu trúc.

 2. Đã thêm 6LoWPAN để liên kết các lớp vì nó có một số triển khai.

 3. Đã xóa hồ sơ IPv6 luồng hướng xuoogns theo yêu cầu (DoD) vì nó chưa được cập nhật.

 4. Hỗ trợ MLDv2 được cập nhật thành PHẢI vì các nút bị hạn chế nếu MLDv1 được sử dụng.

 5. Tùy chọn RA DNS được yêu cầu vì các thiết bị chỉ SLAAC có thể nhận được DNS; RFC 8106 là PHẢI.

 6. Tùy chọn DNS RFC 3646 được yêu cầu để triển khai DHCPv6.

 7. Đã thêm RESTCONF và NETCONF như các tùy chọn có thể để quản lý mạng.

 8. Đã thêm một phần trên các thiết bị hạn chế.

 9. Đã thêm văn bản trên RFC 7934 để giải quyết tính khả dụng của các máy chủ (NÊN).

 10. Đã thêm văn bản trên RFC 7844 cho các hồ sơ ẩn danh cho các máy khách DHCPv6.

 11. Đã thêm mDNS và DNS-SD dưới dạng khám phá dịch vụ được cập nhật.

 12. Đã thêm RFC 8028 như là một phương pháp NÊN để giải quyết một mạng nhiều tiền tố.

 13. Đã thêm ECN RFC 3168 như là NÊN.

 14. Đã thêm tham chiếu đến RFC 7123 để bảo mật trên mạng chỉ IPv4.

 15. Đã xóa Jumbograms (RFC 2675) vì chúng không được triển khai.

 16. Đã cập nhật các RFC bị lỗi lên phiên bản mới của RFC, bao gồm các RFC 2460, 1981, 7321 và 4307.

 17. Đã thêm RFC 7772 để xem xét tiêu thụ điện năng.

 18. Đã thêm tại sao/ 64 biên để biết chi tiết thêm - RFC 7421.

 19. Đã thêm tiền tố IPv6 duy nhất trên mỗi máy chủ để hỗ trợ các mạng IPv6 hiện đang được triển khai.

 20. RFC 7066 được làm rõ dưới dạng một kết xuất nhanh cho 3GPP.

 21. Đã cập nhật RFC 4191 dưới dạng PHẢI và các máy chủ Loại C là NÊN vì chúng giúp giải quyết các vấn đề về nhiều tiền tố.

 22. Đã xóa IPv6 trên ATM vì không có nhiều triển khai.

 23. Đã thêm ghi chú trong Phần 6.6 cho Quy tắc 5.5 từ RFC 6724.

 24. Đã thêm PHẢI cho BCP 198 để chuyển tiếp các gói IPv6.

 25. Đã thêm một tham chiếu đến RFC 8064 để tạo địa chỉ ổn định.

 26. Đã thêm văn bản về bảo vệ khỏi các tùy chọn tiêu đề mở rộng quá mức.

 27. Đã thêm văn bản về sự nguy hiểm của 1280 MTU UDP, đặc biệt liên quan đến lưu lượng DNS.

 28. Đã thêm văn bản để làm rõ hành vi RFC 8200 cho các tiêu đề tiện ích mở rộng không được công nhận hoặc ULP không được công nhận.

 29. Đã xóa các địa chỉ email ghi ngày tháng khỏi xác nhận của nhóm thiết kế cho [RFC4294].
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